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3D Pay Hosting Model

3D Pay Hosting, 3D islemleri destekleyen, 6édeme sayfasina temel internet

entegrasyon modelidir.

Temel Ozellikler:
- 3D ile, Kredi Karti ile yapilan islemlerin givenligini saglar.
- Uye is yeri entegrasyonu icin HTTP Post metodunu kullanir.

- Odeme islemi Payten tarafindan otomatik tamamlanir.

Gerekli olan tim aligveris verileri musteriden saglandiktan sonra, lye is yeri
sunucusunda benzersiz bir Siparis Numarasi olusturulur. Bu siparis numarasi ve gerekli
parametler (Siparis tutarn, para birimi, misteri adi/soyadi gibi) Payten' e

(6deme gecidi) HTTP Post metodu ile génderilir.

Kart 6deme metotlarinda Uye is yeri sunucusu kart detaylarini yani kart numarasi, kart
givenlik numarasini ve son kullanma tarihi gibi bilgileri ibraz etmesi gerekir. Kart
bilgileri misteriden elde edildikten ve Siparis verildikten sonra 3D akisi (kayit ve
dogrulama sorgulamasi) baslar. 3D akisinda, musterinin 3D dogrulama bilgileri karti
veren banka tarafindan dogrulanir. Bankanin musteriyi dogrulamak igin kullandigi
yéntemler degisiklik gésterebilir. Ornedin; 3D dogrulama metodunun kullaniminda
bankaya gore 3D glvenlik sifresi, tek kullanimlik sifre, glivenlik sorusu gibi

yontemlerle farkhhik goésterir.

1. Kart bilgileri Payten tarafindan alindidi igin, misteri bu bilgilerin Gye is

yeri tarafindan kaydedilmedigdini bilir.
2. Entegrasyon streci kolaydir.

3. Bankanin SSL sertifikasi kullanilir. Bu nedenle, yazilimda modifikasyon

yapilamaz.

4. Uye is yeri zorunlu olan bilgiler disinda kendi istedidi verileri de POST edebilir
ve bu bilgileri bankadan geri alir. Ornegin; kullanici adi, kullanici e-posta

adresi, kullanici kimlik numarasi gibi.
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Hizli Baslangic¢ Kilavuzu

3D Pay Hosting modelinde basarili bir Visa satis isleminde;

Kullanici Dogrulamasi icin Hash Olusturma

Uye is yeri parametreleri aldiktan sonra, parametreleri dogrulamak icin tye is yeri sunucusunda
bir Hash kontrol edilmelidir. Hash kontroliini saglamak icin mesaj sadece Payten'den gonderilir.

2023 itibariyle Payten, SHA-512 base encoding 64’le hash’leme slirecine gegmistir.

Hash icin Plain Text Olusturma

Hash Versiyon 3 icin olusturulan data’da “|” karakteri, parametreler arasinda ayirag gorevi
gdrmektedir. Hash Versyion 3 icin hash’lenecek data olusturulurken, Payten’e génderilen tim
parametreler hash hesaplamasi igin kullanilir. Bu parametreler hash hesaplamasina sokulurken,
parametre isimleri alfabetik olarak A'dan Z'ye siralanir ve aralarina “|” ayiraci konularak ilgili
alfabetik sirayla hash’lenecek data olusturulur. Hash’lenecek data hazirlanirken, eger bir
parametre Payten’e bos olarak génderiliyor olsa bile ilgili data’ya eklenilir (Bos deger igin
asagidaki d6rnekteki, Instalment parametresinin hash hesaplanirken ki kullanilisina bakilabilir).

Daha sonra alfabetik olarak hazirlanan datanin sonuna yine “|” ayiraci kullanilarak isyeri
Gulvenli Anahtar (storeKey) eklenir.

Onemli Not : Eger parametrelerin dederinin icinde, “|” karakteri kullaniliyorsa, bu
karakterin ayni zamanda parametreleri ayirmakta kullanilan “|” karakteri ile karistirlmamasi
amaciyla, parametrenin dederinde olan “|” karakteri, hash datasi olusturulurken “\|” olarak
degistirilmektedir. Ek olarak, parametrelerin dederinde eger “\"” karakteri varsa, bu
karakterinde karistirilmamasi igin ilgili “\"” karakterlerin de “\\"” dederi ile dedistirilmesi
gerekmektedir. Ornegin,

Orijinal Deger : ORDER-256712jbs\j6b |
Hash Datasina Konulan Deger : ORDER-256712jbs\\jéb\ |
Ornek Parametreler ve Hash Hesaplanmasi :

clientld 100200127
amount 95.93
okurl http://localhost:8080/SampleCodelSPTest/GenericVer3ResponseHandler
failurl http://localhost:8080/SampleCodelSPTest/GenericVer3ResponseHandler
TranType Auth
Instalment
callbackUrl http://localhost:8080/SampleCodelSPTest/GateResponseControl.jsp
currency 949
rnd 87954458746
storeType 3D
lang tr
hashAlgorithm ver3
BillToName name

BillTocompany billToCompany
refreshTime 5



storeKey TEST1234

0 Hash

Kullanilan Parametre’lerin Hash Data’si igcinde Kullanilma Sirasi :
amount|BillToCompany | BillToName | callbackUrl | clientid | currency | failUrl| hashAlgorithm | Inst
alment|lang|okurl|refreshtime|rnd|storetype | TranType | storeKey

Plaintext:
95.93 | billToCompany | name | http://localhost:8080/SampleCodelSPTest/GateResponseContr
0l.jsp| 100200127949 | http://localhost:8080/SampleCodelSPTest/GenericVer3ResponseHa
ndler|ver3| |tr|http://localhost:8080/SampleCodelSPTest/GenericVer3ResponseHandler|5|8
7954458746|3D | Auth | TEST1234

Hash = Base64(SHA512(plaintext))

Onemli Not II : “encoding” & “hash” isimli parametreler hash hesaplanmasinda hesaba
katilmayacaklardir.

Bu parametrelerin yerini tutan tim dederler ayni sirayla eklenir. Ortaya c¢ikan hash 'lenmis metin
SHA512 algoritmasina gbre base64 versiyonu ile kodlanmistir. Normal sartlar altinda Uretilen
hash metni Payten tarafindan yayinlanan HASH parametre dederi ile ayni olmalidir. Aksi takdirde

Uye is yeri Payten destek takimi ile iletisime gegmelidir.

Ornek: 3D olmayan kart islemleri

Islemin yanit parametreleri oldugunu varsayarak:
clientid, oid, AuthCode, ProcReturnCode, Response, rnd

HASHALGORITHM: ver03

HASH: CV]ssbkrhizqZXVTwGobciDZI+A=

Ortaya cikan hash, HASH parametresinin donlistindeki hash dederi ile ayni olmalidir.



Verilen Parametreler

clienid: 990000000000001
oid: 1291899411421
amount: 91.96

okurl: https://www.teststore.com/success.php

failurl: https://www.teststore.com/fail.php

callbackurl: https://www.teststore.com/fail.php

transaction type: Auth
Taksit: 2

rnd: asdf

storekey: 123456
Hashalgorithm:: ver3

plaintext = 990000000000001129189941142191.96
https://www.teststore.com/success.phphttps://www.teststore.com/fail.phpAuth2
asdf123456

Hash = Base64(SHA1(plaintext)

Geribildirim (Callbackurl)

Odeme sonucuyla ilgili otomatik bildirim almak igin callbackUrl parametresi kullanilir. okUrl/failUrl’e benzer
bicimde tiim 6deme sonug parametreleri callbackUrl adresine post edilir. Bu sekilde kart sahibi isyeri sonug
sayfasina yonlenmeden tarayici penceresini kapathiginda olusan veri kaybi 6nlenmis olur. Geribildirim mesajlari
isyeri mesajlardan birine “Approved” cevabi dénene kadar her bes dakikada bir otomatik olarak gonderilir.
Geribildirimler isyeri rapor ekranindan yonetilebilir.


https://www.teststore.com/success.php
https://www.teststore.com/success.php
https://www.teststore.com/success.php
https://www.teststore.com/fail.php
https://www.teststore.com/fail.php
https://www.teststore.com/fail.php
https://www.teststore.com/fail.php
https://www.teststore.com/fail.php
https://www.teststore.com/fail.php

Gonderilerin Gizli Parametreler

Zorunlu girdi parametrelerini gizli olarak Payten Odeme Gegidinde yer
alan https://host/fim/est3dgate linkine gonderilir.
clientid: Uye is yeri numarasi (Payten tarafindan verilen numaradir.)
storetype: “3d_pay_hosting” (Madaza da kullanilan 6deme model tipi)
hashiashRlgRridbmasha icin Hash degeri
islemtipi: "Auth" (Satis)
amount: Tutar
currency: ISO para birimi kodu (TL igin 949)
oid: Siparis numarasi

okUrl: Payten Odeme Gecidine gelen basarili islem bilgilendirmesini lye is yeri
tarafindaki basarili islem bildirimi igin 6nceden belirlenmis olan URL' e iletilir.
CallbackUrl :Odeme sonucuyla ilgili otomatik bildirim almak igin callbackUrl parametresi
kullanihr.

failUrl: Payten Odeme Gegidine gelen basarisiz islem bilgilendirmesini liye is yeri

tarafindaki basarisiz islem bildirimi igin dnceden belirlenmis olan URL' e iletilir.

lang: Payten 6deme sayfasinda kullanilan dil. (Tirkge icin "tr", ingilizce igin "en")

Zorunlu Parametre Seti ile HTTP Ornegi
<form method="post"
action="https://host/fim/est3dgate">

<input type="hidden" name="clientid" value="990000000000001"/>
<input type="hidden" name="storetype" value="3d pay hosting" />
<input type="hidden" name="hash" value="iej6cPOjDd4IKgXWQEznXWgLzLI="" />

<input type="hidden" name="islemtipi" value="Auth" />
<input type="hidden" name="amount" value="91.96" /> <input

type="hidden" name="currency" value="949" />

<input type="hidden" name="oid" value="1291899411421" />
<input type="hidden" name="okUrl" value="https://www.teststore.com/success.php"/>

<input type="hidden" name="£failUrl" value="https://www.teststore.com/fail.php" />

<input type="hidden" name="callbackurl" value="https://www.teststore.com/fail" />

<input type="hidden" name="lang" value="tr" />

<input type="hidden" name="rnd" value="asdf" />

</form>



VISA Odeme Sayfasi

Musteri kart bilgilerini bu ekranda girer ve 6édeme butonuna basarak islemi

gerceklestirmis olur.

Kart Numarasi

Son Kullanma tarihi : 01* ; »_27_0“1"1_ ] ;
Giivenlik (CVV) Numarasi . :
3 \

|

Taksit
Tutar

- Taksityok
S9.95TL

TAMAM

Sekil - 1

3D Dogrulama

3D akisinda, musterinin 3D dogrulama bilgileri karti veren banka tarafindan dogrulanir.
Bankanin musteriyi dogrulamak igin kullandigi yontemler degisiklik gosterebilir.
Ornegin; 3D dogrulama metodunun kullaniminda bankaya gére 3D giivenlik sifresi, tek
kullanimlik sifre, glivenlik sorusu gibi yontemlerle farklilik gdsterir.
Uye igyeri : 3D_PAY_HOSTING MODEL
Tutar : TRY 9.95
Tarih (GMT) : 20111212 14:52:29
Kart Numaras) ;0K 0 KKK 4358

Kigizel glivence mesaj (PAM) : Pam Message
Kisisel mesajimzi www.denizbank.com'dan degistirebilirsiniz

Liitfen Verified by Visa sifrenizi giriniz

Sifremi unutttumsSifremi dedistirmek istivorum

Yardim Vazgecg Gonder

Bu bilgiler Isyeri ile kesinlikle paylasilmamaktadir.

Sekil - 2

Islem Sonuc Sayfasi

Islem sonucu misteriye gérintilenir. Eger islem basaril ise dogrulama numarasi
gorintilenir. Sayfanin yenileme siresi bitince musteri Gye is yerinin okUrl sayfasina

yonlendirilir.



Odeme Basarih
Dogrulama Numarasi 2180904

8|
Verified by MasterCard.
VISA SecureCode
Sekil - 3

Uye Is Yeri Basarili Islem Sayfasi

Islem basarili ise misteri okUrl sayfasina ydnlendirilir. Uye is yeri tarafindan gdnderilen
tiim parametreler lye is yerine geri déner. Uye is yeri parametrelerin yani sira, ag
gecidi yanit parametrelerini déndirir ve MPI yanit parametreleri (3D glvenli islem

akisi ile ilgili) Ek A. da mevcuttur.

Dogrulanmis Basarili 3D Islem icin Temel Islem
Yanit Parametreleri

Response: "Approved" (Onaylanmis)

AuthCode: Islemin dogrulama kodu

HostRefNum: Banka referans numarasi
ProcReturnCode: “00” (basarili islemlerde donen deder)
TranslId: islem numarasi (benzersiz

olusturulur) mdStatus: “1”

Yukaridaki ornekte islem igin islem yanit parametreleri asagidaki gibidir:
Response: "Approved"

AuthCode: 544889
HostRefNum: 034910000320
ProcReturnCode: “00”
TransId: 103491153310910033

mdStatus: “1”



Temel Entegrasyonlar

HTTP Gonderimi Ile Entegrasyon

Gegerli bir siparis parametresi HTTP form ile gizli parametre olarak Payten' e
gonderilir. Zorunlu parametrelerine lye is yeri ek olarak siparis faturasi / teslimati ve
siparis edilen Grindnin detaylarini Payten' e génderebilir sonrasinda génderilen bu
bilgiler tye is yeri yénetim ekranindan gérilebilir. istege bagli olan parametrelerin

aciklamalan icin Ek A. ya bakiniz.

HTTP Formunda Zorunlu ve Istege Baghh Parametrelere Ornek

<form method="post" action="https://host/fim/Paytengate">

<input type="hidden" name="clientid" value="990000000000001"/>

<input type="hidden" name="storetype" value="3d pay hosting" />
<input type="hidden" name="hash" value="iej6cPOjDd4IKgXWQEznXWqLzLI=" />

<input type="hidden" name="islemtipi" value="Auth" />

<input type="hidden" name="amount" value="91.96" />

<input type="hidden" name="currency" value="949" />

<input type="hidden" name="oid" value="1291899411421" />

<input type="hidden" name="okUrl" value="https://www.teststore.com/success.php" />
<input type="hidden" name="failUrl" value="https://www.teststore.com/fail.php" />
<input type="hidden" name="callbackurl" value="https://www.teststore.com/fail.php"

<input type="hidden" name="lang" value="tr" />

<input type="hidden" name="rnd" value="asdf" />

</form>

Istege

bagh Fatura bilgi parametreleri:

<input type="hidden" name="tel" value="012345678"> <input CtYPe="hidden"
name="Email" value="test@test.com">

<input type="hidden" name="firmaadi" value="Benim Firmam">

<input type="hidden" name="Faturafirma" value="John Smith">

<input type="hidden" name="Fadres" value="Adres Satiri 1">

<input type="hidden" name="Fadres2" value="Adres Satiri 2">
<input type="hidden" name="Filce" value="Sariyer"> <input

type="hidden" name="Fil" value="Istanbul"> <input



type="hidden" name="Fpostakodu" wvalue="34000"> <input

type="hidden" name="Fulkekodu" value="90">

istege bagh Teslimat bilgi parametreleri:

<input type="hidden" name="NakliyeFirma" value="Teslimat Firmasi">
<input type="hidden" name="tismi" value="Berk Smith">

<input type="hidden" name="tadres" value="Adres Satiri 1">

<input type="hidden" name="tadres2" value="Adres Satiri

2"> <input type="hidden" name="tilce" value="Sariyer">

<input type="hidden" name="til" value="Istanbul"> <input
type="hidden" name="tpostakodu" value="34000"> <input

type="hidden" name="tulkekod" value="90">

istege bagl siparis verilen iiriin bilgi parametreleri:

<input type="hidden" name="ItemNumberl" value="1.drin numarasi'">
<input type="hidden" name="ProductCodel" value="1l.irin Uretim

kodu"> <input type="hidden" name="Qtyl" value="1.urtn miktari (&rn:

3) "> <input type="hidden" name="Descl" value="1l.urin aciklamasi">

<input type="hidden" name="Idl" value="1.{4rin Id">

<input type="hidden" name="Pricel" value="6.25">

<input type="hidden" name="Totall" value="7.50">

Kart Islemleri

Kart bilgileri onaylandiktan sonra musteri ile 3D dogrulama akisi baslar. 3D dogrulama
slireci tamamlandiktan sonra MPI yanit parametreleri ve Uye is yeri tarafindan
gbénderilmis olan tim parametreler 6deme yapabilmesi igin yine lye is yerine geri
gonderilir. mdStatus alaninda 3D gulivenli islem durum kodu géruldiginde 6deme

tamamlanmis olur.

MPI yanit Parametreleri



mdStatus: 3D islem durum kodu
txstatus: Arsiv icin 3D durumu
eci: Elektronik Ticaret Gostergesi (Electronic Commerce Indicator)

cavv: Kart givenlik numarasi (Cardholder Authentication Verification

Value, ACS tarafindan belirlenir.)
md: Kart numarasi yerine Hash

mdErrorMsg: MPI hata mesajlari

Olasi mdStatus Degerleri

e 1 = Dogrulanmis Islem (Full 3D)
e 2, 3,4 = Kart kayith degdil (Half 3D)
e 5,6, 7, 8 = Gegerli dogrulama yok veya sistem hatasi e 0 = Dogrulama Basarisiz

Basarili Islem

Dogrulama kodu gériintilenir. Sayfanin yenileme siiresi bitince musteri tye is yerinin islem
yanit parametreleri ile birlikte tim giris parametreleri okUrl sayfasina génderilir. sayfasina

yénlendirilir. Islem yanit parametreleri ile birlikte tiim giris parametreleri okUrl

sayfasina gonderilir. Yanit parametresi: "Approved" olarak goéralir.

Basarisiz Islem

Basarisiz mesaji gorintllenir. Sayfanin yenileme siresi bitince musteri Gye is yerinin
failUrl sayfasina ydnlendirilir. islem yanit parametreleri ile birlikte tim giris

parametreleri failUrl sayfasina gonderilir. Yanit parametresi: "Decline" veya

"Error" olarak goralir.



Islem Yanit Parametreleri

Response: "Approved", “Declined” or “Error” (Yanit Parametresi)
AuthCode: islem icin dogrulama kodu

HostRefNum: Banka referans numarasi

ProcReturnCode: islem durum kodu

TranslId: islem numarasi

ErrMsg: Hata mesaji (Eder Yanit “Declined” or “Error” gelir ise bu mesaj alinir.)
ClientIp: Musterinin IP adresi

ReturnOid: DonUs siparis numarasi, giren siparis numarasi ile ayni

olmak zorundadir.

MaskedPan: Maskelenmis kredi karti numarasi
PaymentMethod: islemin 6deme metodu

rnd: Hash karsilastirmasi igin kullanilacak rastgele dizedir.

HASHALGORITHM: Hangi hash’leme algorithmasi kullanildiysa, belirtildigi alandir
adlar ":" karakteri ile eklenir.

HASH: Hash degeri.

MPI yanit Parametreleri

mdStatus: 3D islem durum kodu
txstatus: Arsiv icin 3D durumu
eci: Elektronik Ticaret Gostergesi (Electronic Commerce Indicator)

cavv: Kart guvenlik numarasi (Cardholder Authentication Verification

Value, ACS tarafindan belirlenir.)
mdErrorMsg: MPI hata mesajlari

xid: Benzersiz internet islem numarasi



Olasi Islem Sonuclari

¢ Yanit: "Approved” (Onaylanan)
ProcReturnCode "00" olur. Bu, islemin dogrulanmis oldugunu gésterir.
e« Yanit: "Declined” (Reddedilen)

ProcReturnCode "00" ve "99" dan baska, sanal POS saglayan banka 2
basamakli farkh bir sayi ile hata kodu alir. Bu mesajda sanal POS saglayan
bankanin isleme onay vermedigi anlasilir. ErrMsg parametreleri hatanin detay
aciklamalarini verir. Sanal POS saglayan bankadan gelen hata kodlarinin

detayl aciklamalarinda Ek B.' deki ProcReturnCode' a bakiniz.

« Yanit: “Error” (Hata)

ProcReturnCode "99" alir. bu mesajda; islemin sanal POS saglayan bankanin
dogrulama adiminda takildigini gosterir. ErrMsg parametreleri hatanin detayl

aciklamasini verir.

Hash Kontrolu

Uye is yeri parametreleri aldiktan sonra, parametreleri dogrulamak icin tye is yeri
sunucusunda bir Hash kontrol edilmelidir. Hash kontrolinl saglamak icin mesaj

sadece Payten'den gdnderilir.

Hash icin Plain Text Olusturma

Hash hesaplamasinda kullanilan parametreler séyledir:

amount|BillToCompany | BillToName | callbackUrl | clientid | currency | failUrl| hashAlgorithm | Inst
alment|lang|okurl|refreshtime|rnd|storetype| TranType | storeKey

Islemin tipine gére asadidaki parametrelerin bir alt kiimesi hash nesil olarak

dahil edilecektir:

* 3D olmayan kart islemleri:

amount | BillToCompany | BillToName | callbackUrl | clientid | currency | failUrl | hashAlgorithm | Inst
alment|lang]|okurl|refreshtime|storetype|TranType | storeKey
e 3D guvenlikli kart islemleri

amount| BillToCompany | BillToName | callbackUrl | clientid | currency | failUrl| hashAlgorithm | Inst
alment|lang|okurl|refreshtime|rnd|storetype| TranType | storeKey



Bu parametrelerin yerini tutan tiim dederler ayni sirayla eklenir. Uye is yeri sifresi
bu dizenin sonuna nihai bir deder olarak eklenir. Ortaya cikan hash 'lenmis metin
SHA512 algoritmasina gore base encoding 64 versiyonu ile kodlanmistir. Normal
sartlar altinda uretilen hash metni Payten tarafindan yayinlanan HASH parametre
dederi ile ayni olmalidir. Aksi takdirde Uye is yeri Payten destek takimi ile iletisime

gegmelidir.

Ornek: 3D olmayan kart islemleri
Islemin yanit parametreleri oldugunu varsayarak:

HASHALGORITHM: ver3

HASH: CVJssbkrhl1zqZXVTwGobciDZI+A=

Kod Ornekleri

3D Pay Hosting modeli alanlari igin siregleri izleyiniz. Degerler test amaclh eklenmistir.
3D Pay Hosting modeli érnek kodlar igine eklenmistir. Uye is yerleri, hesap
degisikliklerini dikkate alarak degerleri tanimlamalidir. Bu kodlar referans olmasi

acisindan olusturulmustur.

ASP Kod Ornekleri

.Net Kod Ornekleri

JSP Kod Ornekleri

PHP Kod Ornekleri



Ek A: Gecit Parametreleri

Girisi Zorunlu olan Parametreler

URL' e iletilir.

failUrl

islem bilgilendirmesini tye
is yeri

tarafindaki basarisiz islem bildirimi igin 6nceden belirlenmis olan

Payten Odeme Gegidine gelen basarisiz

Alan Aciklama Format

clientid Uye is yeri numarasi Harf ya da rakam, maksimum 15
karakter

storetype Uye is yerinin 6deme modeli Olasi degerler: "pay_hosting",
“3d_pay_hosting”, "3d"

islemtipi Islem Tipi Harf ya da rakam, gecerli degerler
{Auth, PreAuth, PostAuth, Void,
Credit}

amount Islem tutan Rakam,
ondalik rakamlar *,” veya “.” ile
ayrilir.
Karakter kullaniimaz.

currency ISO para birimi kodu Rakam, 3 rakam (TL igin 949)

oid Siparis humarasi Harf ya da rakam, maksimum 64
karakter

pan Kredi Karti Numarasi Maksimum 20 rakam

Ecom_Payment_Card Son kullanma tarihi (yil) 4 rakam

__ExpDate_Year

Ecom_Payment_Card Son kullanma tarihi (ay) 2 rakam

. ExpDate_Month

okUrl Payten Odeme Gegcidine gelen basarili Ornek:

islem bilgilendirmesini Gye is yeri http://www.test.com/basarili.php
tarafindaki basarili islem bildirimi igin
onceden belirlenmis olan URL' e iletilir.
failUrl Payten Odeme Gegidine gelen basarisiz Ornek:

http://www.test.com/basarisiz.php

Ornek:




http://www.test.com/basarisiz.php
islem bilgilendirmesini Uye is yeri
tarafindaki basarisiz islem bildirimi icin  6nceden belirlenmis olan
URL' e iletilir.

Payten geri bildirim mesajlarinin Smek: 7 oh
callbackUrl g6nderilecedi adres ttp://www.test.com/basarisiz.php
lang Payten 6deme sayfasinda kullanilan dil. Turkge icin "tr" , Ingilizce icin "en"
rnd Hash karsilastirmasi igin kullanilacak Sabit uzunluk, 20 karakter

rastgele dizedir.
hash Kullanici dogrulama icin Hash degeri
Hashalgorithm Kullanilacak hash algorithmasi degeri Ver3 olmalidir.

Girisi Istege Bagli olan Parametreler

Alan

Aciklama

Format

refreshtime

saniyeler iginde ydnlendirilmeyi
saglayan sayag degeri (okUrl veya
failurl' e yonlendirme siresi)

encoding Gonderilen verinin kodlamasi. Maksimum 32 karakter
GoOnderilmemis ise varsayilan deder
"utf-8" dir.
description Aciklama Maksimum 255 karakter
Taksit adedi (Pesin islemlerde taksit
taksit Parametresi bos génderilmelidir.)
Rakam
Email Misteri e-posta adresi Maksimum 64 karakter
firmaadi Faturalama yapilacak firma adi Maksimum 255 karakter

Faturafirma

Faturalama yapilacak muisteri adi

Maksimum 255 karakter

tel

Faturalama yapilacak telefon numarasi

Maksimum 32 karakter




Fadres

Fatura 1. adres satiri

Maksimum 255 karakter

Fadres2 Fatura 2. adres satir Maksimum 255 karakter
Filce Faturalama yapilacak ilce Maksimum 64 karakter
Fil Faturalama yapilacak sehir Maksimum 32 karakter
Fpostakodu Faturalama yapilacak posta kodu Maksimum 32 karakter
Fulkekodu Faturalama yapilacak ulke kodu Maksimum 3 karakter
NakliyeFirma Teslimat yapilacak firma adi Maksimum 255 karakter
tismi Teslimat yapilacak musteri adi Maksimum 255 karakter
tadres Teslimat 1. adres satir Maksimum 255 karakter
tadres2 Teslimat 2. adres satir Maksimum 255 karakter
tilce Teslimat yapilacak ilge Maksimum 64 karakter
til Teslimat yapilacak sehir Maksimum 32 karakter
tpostakodu Teslimat posta kodu Maksimum 32 karakter
tulkekod Teslimat yapilacak Ulke kodu Maksimum 3 karakter
id1 1. drdn Id Maksimum 128 karakter
itemnumberl 1. Grdn numarasi Maksimum 128 karakter
productcodel 1. Grin dretim kodu Maksimum 64 karakter
qtyl 1. Grtn miktan Maksimum 32 karakter
descl 1. Urdnin agiklamasi Maksimum 128 karakter
pricel 1. Urdn birim fiyati Maksimum 32 karakter
amountl 1. Grin miktarn X 1. Grdn birim fiyat Maksimum 32 karakter

Islem Yanit Parametreleri

Alan Aciklama Format
AuthCode Islem dogrulama / Onaylama / 6 karakter
dogrulama kodu
Response Odeme durumu Olasi dederler: "Approved", "Error",

"Declined"




HostRefNum Banka referans kodu 12 karakter
ProcReturnCode Islem durum kodu 2 basamakl,
onaylanmis: "00" Payten
hatasi: "99"
Diger hatalar: ISO-8583 hata kodlar
TranslId Islem numarasi Maksimum 64 karakter
ErrMsg Hata mesaji Maksimum 255 karakter
ClientIp Musterinin IP adresi Maksimum 15 karakter asadidaki sekilde
formatlanmistir: "### #H## HHH# HHE"
ReturnOid Dénen siparis numarasidir ve Maksimum 64 karakter
giren siparis numarasi ile ayni
olmak zorundadir.
MaskedPan Maskelenmis kredi karti numarasi 12 karakter, drnek: XXXXXX***XXX
EXTRA.TRXDATE  Islem Tarihi 17 karakter,
"yyyyMMdd HH:mm:ss"
rnd Hash karsilastirmasi igin Sabit uzunluk, 20 karakter
kullanilacak rastgele dizedir.
HASH Hash dederi. Sabit uzunluk, 20 karakter

MPI Yanit Parametreleri

Alan Aciklama Format
mdStatus 3D islem durum kodu 1 = Dogrulanmis Islem (Full
3D)
2, 3, 4 = kart kayith degil
(Half 3D)
5, 6,7, 8 = Gegerli
dogrulama yok veya sistem
hatasi
0 = Dogrulama Basarisiz
merchantID Uye is yeri numarasi (MPI) 15 karakter
txstatus 3D status for archival olasi degerler "A", "N", "Y"
iReqCode Istedi dogrulamak icin verinin diizgiin 2 basamakli, rakam
formatlandigini gosteren ACS tarafindan
saglanan kod.




iRegDetail Gegersiz Istek Kodunda bazi veri
elemanlarini tanimlayan detay verisi.
vendorCode iRegDetail hatasini tanimlayan hata
mesajl
PAResSyntaxOK EJer PARes dogrulamasi sentaktik olarak "Y" veya "N"
dogruysa bu deder dogrudur, aksi
takdirde yanlistir
ParesVerified Eder imza dogrulamasinin sonucu "Y" veya "N"
basariliysa bu deger dogrudur. Eger PARes
mesajl alinmamigsa ya da imza
dogrulamasi basarisiz olursa yanlstir
eci Elektronik Ticaret Gostergesi (Electronic 2 basamakli, 3D siz islemlerde bos
Commerce Indicator)
cavv Kart guvenlik numarasi (Cardholder 28 karakter, Base64 ile kodlanmis
bir 20 byte dederini iceren 28 byte
sonug verir.
Authentication Verification Value, ACS
tarafindan belirlenir.)
xid Benzersiz internet islem numarasi 28 karakter, base64 kodlamasi

cavvAlgorthm

Kart glvenlik numarasi algoritmasi

o|as| deéerler "0", ||1u, u2||, ||3||

md Kart numarasi yerine MPI verisi Alpha-numerik
Version MPI versiyon bilgisi 3 karakter (6rn: "2.0")
sID Sema numarasi Visa igin"1",Mastercard igin "2"

MdErrorMsg

Eder var ise MPI dan gelen hata mesaji

Maksimum 512 karakter




